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		  Datasheet File OCR Text:


		                                  agilent E6584A  wireless protocol advisor      data sheet      a useful protocol analysis and troubleshooting tool  designed to be used with the agilent 8960 (e5515c)  wireless communicati ons test set.          ?   troubleshoot protocol problems  in multi-format wireless devices  with one log containing gsm,  gprs, egprs, cdma2000, 1xev- do and w-cdma messages  ?   better understand your wireless  device?s tcp/ip data throughput  inefficiencies with wireless  protocol advisor?s connection  trace  ?   observe actual protocol  messaging activity with real-time  logging of multiple layers and  protocol messages  ?   capture all the data you need in  one log with powerful multilayer  decodes that provide information  from ip to bits  ?   simplify analysis of complex  protocol messaging sequences  with flexible test set, log, and  view filters                                                        ?   generate logs that include just  the protocol messages you need  using highly configurable start  and stop triggers                                                            ?   post-capture analysis of protocol  log files for a separate pc  ?   simultaneously log data from  two cell site emulators        

  2  wireless protocol advisor  logging software    available formats:  log messages from  gsm, gprs, egprs, cdma2000, 1xev-do,  w-cdma, tcp, ip, and udp    wpa operating modes:  real-time or post  capture       traffic overview  ?   description:  single-line display of  individual protocol messages in  sequential order as received  ?   grid lines:  easily distinguish individual  messages and columns  ?   configurable colors:  background and  text colors configurable to differentiate  forward/downlink and reverse/uplink  messages  ?   configurable display columns:  message  number, message direction, timestamp  (based on pc?s real-time clock), system  time, protocol, message name, control  message, frame type, order, and other  format-specific field parameters                          decode view  ?   description:  display of detailed message  contents  ?   display choices:  one octet per line or  each field on an individual line or set of  lines  ?   configurable colors:  text colors  configurable to differentiate layers  within messages  ?   configurable display columns:  octet  number, binary value, hexadecimal  value, decimal value, and field  description (english)      data source view  ?   description:  connection and wireless  protocol advisor licensing information  for each format   ?   connection:  host name or ip address  and status   ?   stacks and streams:   gsm/gprs/egprs, cdma, or            w-cdma availability and licensing       measurement setup view  ?   description:  graphical block diagram of  logging software   ?   settings:  test set, log, and view filters;  triggers and connection trace can be  configured                                       save logged information  ?   save entire traffic overview to a .csv file  ?   save entire decode view or the decode  views for all highlighted messages to a  .txt file  ?   save entire traffic overview or selected  messages in a traffic overview to a new  log file  ?   captured logs can be saved to useful file  types.  these include *.tol for use with  the wpa and *.csv for use with a  spreadsheet program.  additionally,  message decodes can be saved to a text  file or copied to other applications      search logged information  ?   use goto to find a specific timestamp or  message number, or to move the active  cursor to a percent of the total number  of messages or to the first or last  message  ?   use the text search in the view filter  editor to locate a specific text string or  regular expression in the decode views  for a log file              figure 1: set up filters, triggers, and multiple traffic overviews using the measurement setup  view.

  3                                              filters  ?   description:  test set, log, and view  filters; all individually configurable   ?   test set filters:  pass filters that limit the  amount of information sent over the  lan   ?   log filters:  pass filters that limit the  amount of information contained in the  log   ?   view filters:  pass filters that limit the  amount of information displayed, but do  not affect the amount of information  actually logged   ?   event log or view filter:  pass all logged  messages or only notices that messages  have been dropped   ?   message match log or view filter:  pass  messages that match or do not match  selected message or message  parameter(s)                                                               ?   time log or view filter:  pass messages  that occur before or after a certain time  or between certain times  ?   text search log or view filter:  pass  messages with decode text containing a  specified string or regular expression  ?   combinations:  complex log or view  filters can be constructed using and  and or operations  ?   export and import:  log and view filter  configurations can be exported and  imported for later use                                          triggers  ?   description:  configurable conditions  that define when to start and stop  logging   ?   configurations:  five trigger types that  allow pre-capture or post-capture of a  specific number of messages   ?   event trigger:  start or stop logging  when message dropped or message  received   ?   message match trigger:  start or stop  logging when received message  matches or does not match selected  message or message parameter(s)   ?   time trigger:  start or stop logging on  specific timestamp and day based on  pc?s real-time clock   ?   text search:  start or stop logging when  decode text contains a specified string  or regular expression   ?   trigger counts:  number of start trigger  occurrences before capture begins   ?   combinations:  complex triggers can be  constructed using and and or  operations   ?   export and import:  trigger  configurations can be exported and  imported for later use                                                 fi gu r e  2:  set   up   deta il ed  l og   a n d  vi e w fil te r s   us in g   t h e  fil te r  ed i to r. figure 3: capture just the messages you need with detailed triggers. 

  4  connection trace view  ?   description:  tabular data about each  tcp/ip connection in the currently  displayed log for any format  (gsm/gprs/egprs, cdma2000, or w- cdma)   ?   configurable columns:  connection id,  duration, status, ip address of device  under test (dut) and network, tcp ports  of dut and network, user data to and  from dut, data rate to and from dut in  bps, ip data with headers to and from  dut   ?   phase graphics:  configurable colored  blocks that display each of the phases  used by a connection (establishing,  established, reset, closing, time_wait,  closed); hovering over block displays  phase diagram   ?   message grouping:  double-click on  connection to group messages from that  connection in the traffic overview   ?   connection status:  configurable colors  that display connection status as active,  terminated, over duration or under  duration with settable duration   ?   logging:  log connection trace  information to a .csv file for more  analysis or to creat graph of throughput  or phases                                                                                                                   figure 4: analyze each tcp/ip connection using the connection trace view.  figure 5: export connection trace data to a .csv file for additional analysis. 

  5  application programming  interface (api)    the api can be used when the wireless  protocol advisor software is running from  the startup dialog (before the operation  mode has been selected).  nearly all  control functionality is available via api.    this functionality includes:  ?   wpa api connectivity  ?   wpa api settings/queries  ?   wpa api logging operation  refer to the help file within the E6584A  wireless protocol advisor for a complete  list of api commands.                      gsm, gprs, and egprs decodes  following are examples of the information  included in the gsm, grps, and egprs  decodes.   this is not an exhaustive list.    the mobile test adaptation layer (mtal) is  a proprietary protocol that carries  information specific to the test set to the  wireless protocol advisor software.   message discrimination is one of mtal?s  functions.    ?   test set message filter settings:   gmm/sm, gsml3, lapdm, llc, mtal,  ppp, ppp_hdlc, rlc/mac, rlp, rrlp,  sms, sndcp, and tcp/ip  ?   log and view filter and trigger  message match parameters:   configurable within the gmm_sm, gsm  layer 3, lapdm, llc, mtal, ppp,  ppp_hdlc, rlc/mac, rlp, rrlp, sms,  smscb, sndcp, and tcp/ip layers  ?   gmm/sm messages:  activate emmi,  activate emmi ack,   activate pdp context accept, activate  pdp context reject, activate pdp  context request, activate secondary  pdp context accept, activate  secondary pdp context reject, activate  secondary pdp context request, attach  accept, attach complete, attach reject,  attach request, authentication and  ciphering fail, authentication and  ciphering reject, authentication and  ciphering response, close multislot  loop, close multislot loop ack, close  tch loop, close tch loop ack,  deactivate emmi, deactivate pdp  context accept, deactivate pdp context  request, detach request, egprs start  radio loopback, gmm information,              gmm status, gprs test mode, identity  request, identity response, modify pdp  context accept, modify pdp context  reject, modify pdp context request,  open loop, open multislot loop, open  multislot loop ack, p-tmsi  reallocation, p-tmsi reallocation  complete, request pdp context  activation, request pdp context  activation reject, routing area update  accept, routing area update complete,  routing area update reject, routing  area update request, service accept,  service reject, service request, sm  status, and test interface  ?   gmm/sm service types:  data, paging  response, and signaling  ?   gsm layer 3 protocols:  cc, mm, rr,  and ss  ?   lapdm message types:  disc, rr,  sabm, ua, and ui  ?   llc message types:  ui and xid  ?   ppp protocols:  ccp, ipcp, and lcp  ?   rlc/mac control messages:  packet  control ack, packet downlink  ack/nack, packet downlink  assignment, packet downlink dummy  control block, packet polling request,  packet tbf release, packet uplink  ack/nack, packet uplink assignment,  and packet uplink dummy control block  ?   rrlp messages:  assistance data,  assistance data ack, measure position  request, measure position response,  and protocol error  ?   sms message types:  cp-ack, cp- data, and cp-error  ?   tcp/ip protocols:  icmp, ip, mobile ip,  tcp, and udp               

  6  cdma decodes  following are examples of the information  included in the cdma decodes.   this is not  an exhaustive list.    mtal is a proprietary protocol that carries  information specific to the test set to the  wireless protocol advisor software.  mtal  event types include bad r-csch crc, bad r- dsch crc, duplicate pdu, pdu, r-ach  erasure, and r-fch erasure.    ?   test set filter settings:  access channel,  forward traffic channel, mobile station  directed, overhead, reverse traffic  channel and synch channel messages,  forward fundamental channel, forward  ppp, forward rlp, quick paging channel,  reverse fundamental channel, reverse  ppp and reverse rlp frames, and  forward and reverse ip datagrams  ?   log and view filter and trigger  message match parameters:   configurable within the cdma2000,  mtal, ppp, rlp type 3, sms, and  tcp_ip layers  ?   cdma2000 channel types:  f-csch (f- pch), f-csch (f-synch), f-dsch, f-fch,  f-qpch, f-sch, r-csch, r-dsch, r-fch,  and r-sch  ?   cdma2000 messages:  access  parameters, alert with information,  analog handoff direction, cdma  channel list, data burst, extended  cdma channel list, extended channel  assignment, extended global service  redirection, extended handoff direction,  extended neighbor list, extended  release, extended release response,  extended supplemental channel  assignment, extended system  parameters, flash with information,  general neighbor list, general page,  global service redirection, handoff  completion, in-traffic system  parameters, neighbor list, neighbor list  update, order, origination, page  response, parameters response,        pilot strength measurement, power  control, private neighbor list,  registration, retrieve parameters, send  burst dtmf, service connect, service  connect completion, service option  control, service request, service  response, set parameters, status  request, supplemental channel  assignment, sync channel, system  parameters, universal handoff direction,  and user zone identification  ?   cdma2000 orders:  abbreviated alert,  audit, base station acknowledgement,  base station challenge confirmation,  connect, continuous dtmf tone,  intercept, local control, long code  transition request, lupc/mr/unlock,  maintenance, message encryption  mode, mobile station  acknowledgement, mobile station  reject, outer loop report request,  parameter update, parameter update  confirmation, pilot measure  request/periodic pilot measurement  request, registration accepted,  registration rejected, registration  request, release, reorder, request  wide/narrow analog service, retry,  service option control, service option  request, service option response,  slotted mode, ssd update  confirmation/rejection, and status  request  ?   ppp message types:  configure-ack,  configure-request, configure-nack,  discard-request, te rminate-ack, and  terminate-request  ?   ppp protocols:  ccp, ipcp, and lcp  ?   rlp type 3 message types:  ack control,  idle frame, sync/ack control, sync  control, and unsegmented data  ?   sms message types:  acknowledge,  broadcast, and point-to-point  ?   tcp/ip protocols:  icmp, ip, mobile ip,  tcp, and udp              1xev-do decodes   following are examples of information  included in the 1xev-do decodes.   this is  not an exhaustive list.     mtal is a proprietary protocol that carries  information specific to the test set to the  wireless protocol advisor software.  mtal  event types include bad r-csch crc, bad r- dsch crc, duplicate pdu, pdu, r-ach  erasure, and r-fch erasure.    ?   dpa  (data packet application)   ?   mfpa  (multiflow packet application)   ?   tap  (test application protocol)   ?   etap  (enhanced test application  protocol)   ?   slp  (signal link protocol)   ?   str  (stream protocol)   ?   smp  (session management protocol)   ?   admp  (address management protocol)   ?   scp  (session configuration protocol)   ?   almp  (air link management protocol)   ?   isp  (initiated state protocol)   ?   omp  (overhead management protocol)   ?   idp  (idle state protocol)   ?   csp  (connection state protocol)   ?   ccmp  (control channel mac protocol)   ?   acmp  (access channel mac protocol)   ?   ftcmp  (forward traffic channel mac  protocol)   ?   rtcmp  (reverse traffic channel mac  protocol)   ?   tappkt  (test application protocol  packet)   ?   etappkt  (enhanced test application  protocol packet)   ?   rlppkt  (radio link protocol packet for  dpa)   ?   mfparlppkt  (radio link protocol  packet for mfpa)      

  7  w-cdma/hsdpa decodes   following are examples of the information  included in the w-cdma decodes.   this is  not an exhaustive list.     mtal is a proprietary protocol that carries  information specific to the test set to the  wireless protocol advisor software.    w-cdma decodes are implemented to the  r?5 version of the 3gpp standards.    ?   test set message filter settings:   hsdpa mac-hs, mac_broadcast,  mac_signaling, mac_traffic, rlc  traffic, rcl signaling, rrc, gmm/sm,  rr/cc/mm/tc, pdcp, sms, mtal,  rlp, ppp, ppp_hdlc, ip  ?   log and view filter and trigger  message match parameters:   configurable within the mac-hs, mac,  rlc, nas, gmm_sm, pdcp, ppp,  ppp_hdlc, rlp, rrc, sms, sms-cb,  mtal, and tcp_ip layers  ?   gmm/sm messages : activate pdp  context accept, activate pdp context  request, attach accept, attach  complete, attach request,  authentication and ciphering fail,  authentication and ciphering request,  deactivate pdp context accept,  deactivate pdp context request,  identity request, identity response, and  service request  ?   nas (cc, mm, rr, and tc) messages :  activate rb test mode, activate rb  test mode complete, alerting,  authentication fail, authentication  reject, authentication request,  authentication response, call  confirmed, call proceed, cc status,  close ue test loop, close ue test loop  complete, cm service accept, cm  service reject, cm service request,  connect, connect ack, deactivate rb  test mode, deactivate rb test mode  complete, disconnect, emergency  setup, handover command, identity  request, identity response, imsi  detach indication, location updating  accept, location updating reject,  location updating request, mm status,  open ue test loop, open ue test loop  complete, paging response, release,  release complete, and setup  ?   rrc messages:  paging type 1 & 2, rrc  connection request, rrc connection  setup, rrc connection setup complete,  rrc connection release, rrc  connection release complete, downlink  direct transfer, initial direct transfer,  uplink direct transfer, radio bearer  setup, radio bearer setup complete,  security mode command, security  mode complete, physical channel  reconfiguration, physical channel  reconfiguration complete, transport  channel reconfiguration, transport  channel reconfiguration complete,  handover from utran command,  master information block, and system  information type i-18  ?   rlc pdu types:  tmd, umd, amd,  status, piggybacked status, reset,  reset ack  ?   mac pdu types:  non hs-dsch and hs- dsch  ?   mac logical channel types:  bch,  cpch, dch, dsch, fach, hs-dsch,  rach, pch, and usch  ?   tcp/ip protocols:  icmp, ip, mobile ip,  tcp, and udp  ?   ppp protocols:  ccp, ipcp, and lcp  ?   mac control channel types:  ccch,  dcch, dtch, and pcch  ?   mac logical channel types:  bcch,  ccch, ctch, dcch, dtch, pcch, and  shcch  ?   mac transport channel types:  bch,  cpch, dch, dsch, fach, rach, pch,  and usch  ?   nas messages:  activate rb test mode,  activate rb test mode complete,  alerting, authentication fail,  authentication reject, authentication  request, authentication response, call  confirmed, call proceed, cc status,  close ue test loop, close ue test loop  complete, cm service accept, cm  service reject, cm service request,  connect, connect ack, deactivate rb  test mode, deactivate rb test mode  complete, disconnect, emergency  setup, handover command, identity  request, identity response, imsi  detach indication, location updating  accept, location updating reject,  location updating request, mm status,  open ue test loop, open ue test loop  complete, paging response, release,  release complete, and setup  ?   nas protocols:  cc, mm, rr, and tc  ?   nas service types:  emergency call  establishment, mobile originating call  establishment or packet mode  connection establishment, short  message service, supplementary service  activation, voice broadcast call  establishment and location services,  voice group call establishment  ?   ppp protocols:  ccp, ipcp, and lcp  ?   rrc messages:  connection release,  connection release complete,  connection request, connection setup,  connection setup complete, downlink  direct transfer, initial direct transfer,  paging type 1, radio bearer setup,  radio bearer setup complete, security  mode, security mode complete, and  uplink direct transfer  ?   tcp/ip protocols:  icmp, ip, mobile ip,  tcp, and udp        requirements for optimal  performance    ?   supported operating systems:  windows  xp ?   ?   software revision:  it is recommended  that you use the latest software  revision.  this is available from the  E6584A product page at   www.agilent.com/find/E6584A  under technical support >> drivers and  software   

  8  for more information    wireless protocol advisor software  includes on-line help.  click on the  help   icon  for more information about  wireless protocol advisor?s  features, uses, and benefits.    wireless protocol advisor software is  provided with every lab application  purchased.    the E6584A wireless  protocol advisor  connects to test sets running the following  lab applications.  connections are possible  with older versions of lab applications as  well, but newer features do not function  optimally.    ?   e6701c gsm/gprs lab application,  revision c.03 or later  ?   e6701d gsm/gprs lab application,  revision d.00 or later  ?   e6702b cdma2000 lab application,  revision b.00 or later  ?   e6703b w-cdma lab application,  revision b.01 or later  ?   e6706a 1xev-do lab application,  revision a.01.10 or later  ?   e6785b gsm/gprs/w-cdma lab  application, revision b.01 or later        ordering information    the E6584A wireless pr otocol advisor is  available as a free download under  technical support >> drivers & software  at the following site  www.agilent.com/find/E6584A          windows xp is a u.s. registered trademark of  microsoft corporation.  cdma2000 is a registered certification mark of  the telecommunications industry association.  used under license                                                                                              www.agilent.com  www.agilent.com/find/E6584A    for more information on agilent  technologies? products, applications or  services, please contact your local agilent  office.  the complete list is available at:  www.agilent.com/find/contactus    americas   canada  latin america  united states   (877) 894-4414  305 269 7500  (800) 829-4444  asia pacific   australia  china  hong kong  india  japan  korea  malaysia  singapore  taiwan  thailand   1 800 629 485  800 810 0189  800 938 693  1 800 112 929  0120 (421) 345  080 769 0800  1 800 888 848  1 800 375 8100  0800 047 866  1 800 226 008  europe & middle east  austria  belgium  denmark  finland  france    germany   01 36027 71571  32 (0) 2 404 93 40  45 70 13 15 15  358 (0) 10 855 2100  0825 010 700*  *0.125 ?/minute  07031 464 6333**  **0.14 ?/minute  ireland  israel  italy  netherlands  spain  sweden  switzerland  united kingdom  1890 924 204  972-3-9288-504/544  39 02 92 60 8484  31 (0) 20 547 2111  34 (91) 631 3300  0200-88 22 55  0800 80 53 53  44 (0) 118 9276201   other european countries:  www.agilent.com/find/contactus  revised: july 17, 2008      product specification and descriptions in  this document subject to change without  notice.        ? agilent technologies, inc. 2008  printed in usa, july 29, 2008  5989-0252en 
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